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Start of 1st CHANGE
6.2
Sx Session Management Procedures
6.2.1
General

Sx session management procedures are used to control the functionality of the UP function, which involve SGW, PGW or TDF. The CP function can create, update and remove the Sx session context (i.e. the parameters related to a PDN connection, IP-CAN session, TDF session or TDF in unsolicited reporting mode) in the UP function.

The following Sx session management procedures exist: Sx session establishment procedure, Sx session modification procedure and Sx session termination procedure. All of them are initiated by the CP function.

Editor’s note:
Additional procedures (or types of interaction) may be required and will be added when identified.
6.2.2
Sx Session Establishment Procedure

The Sx session establishment procedure is used to create the initial Sx session context for a PDN connection, IP-CAN session, TDF session or TDF in unsolicited reporting mode at the UP function.

During PDN connection establishment, the Sx session establishment procedure is executed between SGW-C and SGW-U as well as PGW-C and PGW-U. The Sx session context comprises the parameters for the default as well as every dedicated bearer of the PDN connection. In addition, the Sx session context for the PGW-U comprises IP-CAN session related parameters.
During SGW-U relocation, the Sx session establishment procedure is executed between SGW-C and the target SGW-U. The Sx session context comprises the parameters for the default as well as every dedicated bearer of the PDN connection.
During TDF session establishment, the Sx session establishment procedure is executed between TDF-C and TDF-U. The Sx session context comprises TDF session related parameters.
For a TDF in unsolicited reporting mode, the Sx session establishment procedure is executed between TDF-C and the TDF-U selected during Sx management procedure. The Sx session context comprises the instructions for application detection and reporting in unsolicited reporting mode.
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Figure 6.2.2-1 Sx session establishment procedure

NOTE:
In case of a TDF in unsolicited reporting mode, the procedure is triggered by TDF configuration and step 1 and 4 do not apply.
1.
CP function receives the trigger to establish a new PDN connection or TDF session from a peer CP function, an MME or a PCRF.

2.
The CP function sends an Sx session establishment request message to the UP function that contains the structured control information which defines how the UP function needs to behave.
3.
The UP function responds with an Sx session establishment response message containing any information that the UP function has to provide to the CP function in response to the control information received.
4.
The CP function interacts with the network entity which triggered this procedure (e.g. a peer CP function, an MME or a PCRF).
6.2.3
Sx Session Modification Procedure

The Sx session modification procedure is used to update the Sx session context of an existing PDN connection, IP-CAN session, TDF session or TDF in unsolicited reporting mode at the UP function.

The Sx session modification procedure is executed between SGW-C and SGW-U whenever PDN connection related parameters have to be modified, as well as between PGW-C and PGW-U whenever PDN connection or IP-CAN session related parameters have to be modified.

The Sx session modification procedure is executed between TDF-C and TDF-U whenever TDF session related parameters have to be modified.
For a TDF in unsolicited reporting mode, the Sx session modification procedure is executed between TDF-C and TDF-U whenever instructions for application detection and reporting have to be modified.
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Figure 6.2.3-1 Sx session modification procedure

NOTE:
In case of a TDF in unsolicited reporting mode, the procedure is triggered by TDF configuration and step 1 and 4 do not apply.
1.
CP function receives the trigger to modify the existing PDN connection or TDF session from a peer CP function, an MME or a PCRF.

2.
The CP function sends an Sx session modification request message to the UP function that contains the update for the structured control information which defines how the UP function needs to behave.

3.
The UP function identifies the Sx session context to be modified by the Session ID. Then, the UP function updates the parameters of this Sx session context according to the list of parameters sent by the CP function. The UP function responds with an Sx session modification response message containing any information that the UP function has to provide to the CP function in response to the control information received.
4.
The CP function interacts with the network entity which triggered this procedure (e.g. a peer CP function, an MME or a PCRF).
6.2.4
Sx Session Termination Procedure

The Sx session termination procedure is used to remove the Sx session context of an existing PDN connection, IP-CAN session, TDF session or TDF in unsolicited reporting mode at the UP function.
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Figure 6.2.4-1 Sx session termination procedure

NOTE:
In case of a TDF in unsolicited reporting mode, the procedure is triggered by TDF configuration and step 1 and 4 do not apply.
1.
CP function receives the trigger to terminate the existing PDN connection or TDF session from a peer CP function, an MME or a PCRF.
2.
The CP function sends an Sx session termination request message to the UP function.

3.
The UP function identifies the Sx session context to be terminated by the Session ID and removes the whole session context. The UP function responds with an Sx session termination response message containing any information that the UP function has to provide to the CP function.
4.
The CP function interacts with the network entity which triggered this procedure (e.g. a peer CP function, an MME or a PCRF).

Start of 2nd CHANGE
6.4
Sx Reporting Procedures

6.4.1
General

The Sx reporting procedure is used by the UP function of SGW, PGW or TDF to report events to the CP function.
The following Sx reporting procedures exist: Sx session level reporting and Sx node level reporting. Both are initiated by the CP function.
6.4.2
Sx Session Level Reporting Procedure
This procedure is used by the UP function to report events related to an Sx session for an individual PDN connection, IP-CAN session, TDF session or TDF in unsolicited reporting mode. The triggers for event reporting were configured on the UP function during Sx session management procedures by the CP function (excluding the Sx session termination procedure).
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Figure 6.4.2-1: Sx Session Level Reporting procedure
1.
The UP function detects that an event has to be reported. The reporting triggers involve the following cases:

(1)
Usage report (by SGW-U, PGW-U and TDF-U).


Usage information shall be collected in the UP function and reported to the CP function as defined in clause 5.3 and clause 7.4.

(2)
Start of traffic detection (by PGW-U and TDF-U).


When traffic detection is requested by PGW-C/TDF-C, and the start of traffic is detected for a PDR, the PGW-U/TDF-U shall report the start of traffic detection to the PGW-C/TDF-C and indicate the PDR rule ID.

(3)
Stop of traffic detection (by PGW-U and TDF-U).


When traffic detection is requested by PGW-C/TDF-C, and the end of traffic is detected for a PDR, the PGW-U/TDF-U shall report the stop of traffic detection to the PGW-C/TDF-C and indicate the PDR rule ID.

 (4)
Detection of 1st Downlink Data for Idle-Mode UE (by SGW-U)


When SGW-U receives the downlink packet but no S1-bearer for transmission and the buffering is performed by SGW-U, it shall report the detection of 1st downlink data to SGW-C, for the purpose of paging the UE. SGW-U shall also report the DSCP of the packet when instructed by SGW-C (e.g. in case the Paging Policy Differentiation function as described in TS 23.401 [2] is enabled at the SGW-C).
2.
The UP function sends an Sx report message (list of [Reporting trigger, Measurement information]) to the CP function.


The Reporting trigger parameter contains the name of the event which triggered the report and the Measurement information parameter contains the actual information the CP function requested to be informed about.
3.
The CP function responds with an Sx report ACK message.

Start of 3rd CHANGE
7.1
Parameters for Sx session management

These parameters are used to control the functionality of the UP function related to an individual PDN connection, IP-CAN session, TDF session or TDF in unsolicited reporting mode as well as to inform about events occurring at the UP function. As the functionality of the respective UP functions differs, most parameters are specific to one or two of the reference points Sxa (between SGW-C and SGW-U), Sxb (PGW-C and PGW-U) and Sxc (TDF-C and TDF-U).

The Sx session management procedures however will use the relevant parameters in the same way for all Sx reference points: the Sx session establishment procedure as well as the Sx session modification procedure provide the control parameters to the UP function, the Sx session termination procedure removes all control parameters related to an Sx session and the Sx session level reporting procedure informs the CP function about events related to the Sx session that are detected by the UP function.

The parameters over Sx provided from CP function to UP function are grouped into session related parameters and four different rules, one "detection" rule and three different "enforcement" rules:

-
Packet Detection Rule (PDR), with information describing what packets should receive a certain treatment (e.g. forwarding and other types of enforcement).

-
Forwarding Action Rule (FAR), contains information on whether forwarding, dropping or buffering is to be applied to a packet.

-
Usage Reporting Rule (URR), contains information that defines a certain measurement and how it shall be reported.

-
QoS Enforcement Rule (QER), contains information related to QoS enforcement of traffic.


The UP function provides parameters over Sx to the CP function sending a Usage Report.
Start of 4th CHANGE
7.2
Session context

The session context comprises the session related parameters and all PDRs, URRs, QERs and FARs with the same Session ID.  

The following table describes the session related parameters provided over Sx.

Table 7.2-1: Session related parameters
	Attribute
	Description
	Comment
	Applicability

	
	
	
	SGW


	PDN GW
	TDF

	Session ID
	Uniquely identifies a session.
	This session corresponds to a PDN connection for SGW, a PDN connection and an IP-CAN session for PGW, TDF session for TDF or a TDF in unsolicited reporting mode.
	X
	X
	X


Editor's note:
If the above attributes cover everything or more attributes are needed is FFS.

End of  CHANGE
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